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ISO/IEC 27001 ISMS

Since its launch in 2005, ISO/IEC 27001 has meet with resounding success around the world and across all market sectors with the number of third party certifications in 2013 now beyond the 16,000+ mark, covering over 100 countries.

October this year will see the publication of the revised version of the internationally acclaimed standard for Information Security Management (ISO/IEC 27001). This revised version of ISO/IEC 27001 take us forward to a new era the Next Generation of management system standards (MSS).
ISO/IEC 27001 ISMS Certifications

Top 11 countries in Europe

Top 5 countries in Asia

Sector Certifications

- Telecoms, Network services: 31%
- IT sector: 14%
- Manufacturing: 16%
- Others: 11%
- Utilities: 5%

Certificates

2007 2008 2009 2010 2011 2012

Japan China India Taiwan Korea

- Asia: 59%
- Europe: 20%
- Americas: 12%
- Australia, NZ, ME and Africa: 9%
- Others: 9%
ISO/IEC 27001 - the global international certification standard

The biggest selling of all information security management standard

The international Common Language for information security management as spoken across the business world (including government use)
Essence of information security

• Confidentiality

_Information whether in storage, being processed or communicated, should be protected to ensure it is not leaked, disclosed or seen by those that are authorized to have access to and use of the information._

• Integrity

_Information whether in storage, being processed or communicated is accurate and complete, that it is correctly processed, and that it has not been modified in any unauthorized way._

• Availability

• Sensitive, critical and personally identifiable information
Essence of information security

• Sensitive information (examples)
  – Trade secrets, company research,
  – Future commercial plans, new product plans
  – Customer and supplier information
  – Sales and marketing plans
  – Financial records

• Critical information (examples)
  – Financial records
  – Medical information
  – Manufacture and design information
  – Safety related information (e.g. industrial control systems)
Essence of information security

• Personally identifiable information (PII)

  – any information that (a) can be used to identify the PII principal to whom such information relates, or (b) is or might be directly or indirectly linked to a PII principal

**NOTE** To determine whether a PII principal is identifiable, account should be taken of all the means which can reasonably be used by the privacy stakeholder holding the data, or by any other party, to identify that natural person

*(ISO/IEC 29100 – Privacy Framework)*

– PII Principle – a natural person to whom the personally identifiable information (PII) relates
What is ISO/IEC 27001?

- **27001** is an **Information security management system** (ISMS) standard (a GRC standard)
  - Protecting the confidentiality, integrity, availability of assets
  - Protecting PII
  - Minimising information security risks
  - Maximising business opportunities and investments
  - Ensuring business continuity of systems and processes
What is ISO/IEC 27001?

- It is a *risk based management tool* for managing information security risks which encompasses the business process, critical system elements and critical system boundaries

- It involves a *continuous improvement programme* to maintain the effectiveness of an organisation’s information security management to meet changing risk and threat environments
What is ISO/IEC 27001?

• Finally - 27001 provides the framework for 3rd-party audits and certification of an organisation’s ISMS
  – Demonstrating you are managing information security risks
  – Providing ‘fit-for-purpose’ and ‘duty of care’ confidence and assurance to customers and stakeholders
  – Verifying your governance and risk management programme is effective
Revision of ISO Standards

• Every 5-years ISO standards comes up for review
  • Confirmation, Revise, Withdraw

• Why it was decided to revise ISO/IEC 27001?
  • Based on a Justification Study and consultation with users in 2008/2009 is was decided to revise
  • To ensure 27001 remains current and useful
  • To take account feedback from interested parties on the use and effectiveness of ISMS in the market and on certification experiences
  • To be aligned with the Next Generation of Management System Standards
Next Generation of Management System Standards (NG-MSS)

The NG-MSS is a trend towards harmonised, integrated and consistent management systems.

All ISO management system standards will in the future be aligned according to an agreed high level structure, identical core text and common terms and core definitions (ISO/IEC Directives Part 1, Annex SL, Appendix 3).

This will increase the value of such standards and be particularly useful for organisations that operate across multiple management system platforms.
Next Generation of Management System Standards

• Trend towards harmonised, integrated and consistent management systems offering
  – Greater trade opportunities
  – Economies of scale through integrated scopes, policies and procedures
  – Maximising business investments and minimising business costs through integrated management systems
  – Improved operations through integrated performance evaluations
Next Generation of Management System Standards

• Better management of risks through integrated platforms and infrastructure
  – Function: Quality, environment, information security, business continuity ...
  – Sector: Telecoms, Finance, IT services, Energy, Manufacturing, Transportation, Healthcare ...

• ISO 9001 (quality)
• ISO 14001 (environment)
• ISO/IEC 20000-1 (IT service management)
• ISO 22301 (business continuity)
• ISO/IEC 27001 (information security management)
• ISO 50001 (energy management)
• ... etc
Example of Integrated Management System Environments

For the **Oil and Gas Industry** possibly also integrated with ISO 29001 (oil and gas management system)

- ISO/IEC 27001: Information Security
- ISO 22301: Integrated IT infrastructure, processes, and services
- ISO 50001: Energy Management
- ISO 22301: Business Continuity

**IT Services Sector** - Some operational benefits: integrated – risk management and impact assessment, incident handling, asset management ...
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Adopting an ISMS is a strategic business decision establishing, implementing, maintaining and continually improving an ISMS to achieve effective information security.

Context, needs and expectations (4)
- Understanding the organization and its context (4.1)
- Understanding the needs and expectations of interested parties (4.2)

Leadership (5)

Risk management (6 and 8), and Performance evaluation (9)

Continual improvement (10)
Overview of the Revised 27001

- ISO/IEC 27001 has been restructured and aligned with ISO/IEC Directives Part 1, Annex SL, Appendix 2 and 3
  - High-level structure
  - Identical core text
  - Common terms and core definitions
Alignment with ISO/IEC Directives Part 1, Annex SL, Appendix 2 and 3

27001: 2005 (old)

• Introduction
• Scope
• Normative references
• Terms and definitions
• Information security management system
• Management responsibility
• Internal ISMS audits
• Management review
• ISMS improvement
• Annex A (normative) Control objectives and controls
• Annex B (informative) OECD principles and this International Standard
• Annex C (informative) Correspondence between ISO 9001:2000, ISO 14001:2004 and this International Standard

27001: 2013 (new)

• Introduction
• Scope
• Normative references
• Terms and definitions
• Context of the organization
• Leadership
• Planning
• Support
• Operation
• Performance evaluation
• Improvement
• Annex A (normative) Reference control objectives and controls
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<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>4. Information security management system</td>
<td>✔</td>
<td>✔</td>
<td>✔</td>
<td>✔</td>
<td>✔</td>
<td>✔</td>
<td>✔</td>
</tr>
<tr>
<td>4.1. General</td>
<td>✔</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>4.2 Establishing ISMS</td>
<td>✔</td>
<td>✔</td>
<td>✔</td>
<td>✔</td>
<td>✔</td>
<td></td>
<td></td>
</tr>
<tr>
<td>4.3 Documentation requirements</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>5. Management responsibility</td>
<td></td>
<td>✔</td>
<td></td>
<td>✔</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>6. Internal ISMS audits</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>✔</td>
</tr>
<tr>
<td>7. Management review</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>8. ISMS improvement</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>✔</td>
</tr>
</tbody>
</table>
27001: 2005

- Information security management system
- Management responsibility
- Internal ISMS audits
- Management review
- ISMS improvement

27001: 2013

- Context of the organization
- Leadership
- Planning
- Support
- Operation
- Performance evaluation
- Improvement

Identical core text (Annex SL)

ISMS specific text (based on ISO/IEC 27001:2005)
6 Planning

6.1 Actions to address risks and opportunities

When planning for the XXX management system, the organization shall consider the issues referred to in 4.1 and the requirements referred to in 4.2 and determine the risks and opportunities that need to be addressed to

— assure the XXX management system can achieve its intended outcome(s)
— prevent, or reduce, undesired effects
— achieve continual improvement.

The organization shall plan:

a) actions to address these risks and opportunities, and

b) how to

— integrate and implement the actions into its XXX management system processes
— evaluate the effectiveness of these actions.
Annex SL (Generic Text)

6 Planning

6.1 Actions to address risks and opportunities

When planning for the XXX management system, the organization shall consider the issues referred to in 4.1 and the requirements referred to in 4.2 and determine the risks and opportunities that need to be addressed to:

- assure the XXX management system can achieve its intended outcome(s);
- prevent, or reduce, undesired effects;
- achieve continual improvement.

The organization shall plan:

a) actions to address these risks and opportunities, and
b) how to:
   - integrate and implement the actions into its XXX management system processes;
   - evaluate the effectiveness of these actions.

27001: 2013 text

6 Planning

6.1 Actions to address risks and opportunities

6.1.1 General

When planning for the information security management system, the organization shall consider the issues referred to in 4.1 and the requirements referred to in 4.2 and determine the risks and opportunities that need to be addressed to:

a) ensure the information security management system can achieve its intended outcome(s);

b) prevent, or reduce, undesired effects; and

c) achieve continual improvement.

The organization shall plan:

- actions to address these risks and opportunities, and
- how to:
  1) integrate and implement these actions into its information security management system processes; and
  2) evaluate the effectiveness of these actions.

6.1.2 Information security risk assessment

The organization shall define an information security risk assessment process that:

- establishes and maintains information security risk criteria, including the risk acceptance criteria;
- determines the criteria for performing information security risk assessments; and
- ensures that repeated information security risk assessments produce consistent, valid and comparable results.

The organization shall:

- identify the information security risks.
  1) Identify the risk owners.

- analyse the information security risks.
  1) Assess the potential consequences that would result if the risks identified in 6.1.1 e) 1) were to materialize.
  2) Assess the realistic likelihood of the occurrence of the risks identified in 6.1.1 e) 1).
6 Planning

6.1 Actions to address risks and opportunities

6.1.1 General

When planning for the information security management system, the organization shall consider the issues referred to in 4.1 and the requirements referred to in 4.2 and determine the risks and opportunities that need to be addressed to:

a) ensure the information security management system can achieve its intended outcome(s);
b) prevent, reduce, undesired effects; and
c) achieve continual improvement.

The organization shall plan:

d) actions to address these risks and opportunities, and
e) how to:
   1) integrate and implement these actions into its information security management system processes; and
   2) evaluate the effectiveness of these actions.

6.1.3 Information security risk assessment

The organization shall define an information security risk assessment process that

a) establishes and maintains information security risk criteria, including the risk acceptance criteria,
b) determines the criteria for performing information security risk assessments; and
c) ensures that repeated information security risk assessments produce consistent, valid and comparable results.

The organization shall:

d) identify the information security risks.
   1) Apply the information security risk assessment process to identify risks associated with the loss of confidentiality, integrity and availability for information within the scope of the ISMS.
   2) Identify the risk owners.
   e) analyse the information security risks.
      1) Assess the potential consequences that would result if the risks identified in 6.1.1 e) 1) were to materialize.
      2) Assess the realistic likelihood of the occurrence of the risks identified in 6.1.1 e) 1).

3) Determine the levels of risk.

f) Evaluate the information security risks.

   1) Compare the analysed risks with the risk criteria established in 6.1.2 a) and establish priorities for treatment.

The organization shall retain documented information about the information security risk assessment process.

6.1.3 Information security risk treatment

The organization shall apply an information security risk treatment process to:

a) select appropriate information security risk treatment options, taking account of the risk assessment results;
b) determine all controls that are necessary to implement the information security risk treatment option(s) chosen;

NOTE: Organizations can design controls as required, or identify them from any source.
c) compare the controls determined in 6.1.3 b) above with those in Annex A and verify that no necessary controls have been omitted;

NOTE 1: Annex A contains a comprehensive list of control objectives and controls. Users of this International Standard are directed to Annex A to ensure that no important control options are overlooked.

NOTE 2: Control objectives are implicitly included in the controls chosen. The control objectives and controls listed in Annex A are not exhaustive and additional control objectives and controls may also be needed.
d) produce a Statement of Applicability that contains the necessary controls (see 6.1.3 a), b) and c)) and justification for exclusions, whether they are implemented or not, and the justification for exclusions of controls in Annex A;

e) formulate an information security risk treatment plan;
f) obtain risk owner’s approval of the information security risk treatment plan and the acceptance of the residual information security risks.

The organization shall retain documented information about the information security risk treatment process.

NOTE: The information security risk assessment and treatment process in this International Standard aligns with the principles and generic guidelines provided in ISO 31000.
Example of core text (Annex SL) only no ISMS specific text
Overview of the Revised 27001
Common terms and core definitions


NOTE 1 In entry, "generally applied" means that it is a custom or common practice for the organisation and is commonly perceived that it would be expected or necessary without consideration of context.

2.02 contract

NOTE 2 In entry, a 'contract' not necessary for all parties to have an understanding of a decision or activity.
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Overview of the Revised 27001

• The ISO/IEC 27001 risk management has been aligned with ISO 31000 (risk management standard)

• Some new requirements and some of the existing requirements (in 2005 version) have been modified and some deleted

• Annex A Reference control objectives and controls - revised to be aligned with the revision of ISO/IEC 27002: 2005
27001:2005 vs 27001:2013

Requirements retained from 2005

- Identical wording
- Equivalent requirement different wording
- Similar requirement (not identical or equivalent, but have a similar intent)
- Less restrictive (narrower requirement)
- More restrictive (broader requirement)

some old requirements are not in 2013

some new requirements
Clause 4  Context of the organisation

- Understanding the organization and its context
- Understanding the needs and expectations of interested parties
- Determining the scope of the information security management system

Greater emphasis on Business Focus
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Clause 5  Leadership

• Leadership and commitment

• Policy

• Organizational roles, responsibilities and authorities

Greater emphasis on Business Leadership Commitment
Clause 6  Planning

- Actions to address risks and opportunities
  - *Information security risk assessment*
  - *Information security risk treatment*

- Information security objectives and plans to achieve them
Dealing with risks

The risk assessment requirements are more general because the revised version of 27001 has been aligned with ISO 31000:2009 (Risk management — principles and guidelines):

• **Removal of requirement**: - to identify risks it is not necessary to identifying assets, threats and vulnerabilities. If your current organisational risk assessment method uses an approach based on assets, threats and vulnerabilities this is is perfectly acceptable. However, you can use other alternatives methods that are equally valid to identify, assess and evaluate your risks.
Dealing with risks

The risk assessment requirements are more general because the revised version of 27001 has been aligned with ISO 31000:2009 (Risk management — principles and guidelines):

• The SOA the requirements are basically those of the 2005 version, however you do not need to “select” controls from Annex A. Instead you “determine” the controls you need as part of risk treatment and compare those controls with those in Annex A to ensure that no important control has been overlooked.
Dealing with risks

The risk assessment requirements are more general because the revised version of 27001 has been aligned with ISO 31000:2009 (Risk management — principles and guidelines):

- **Preventative actions** (8.3 of the 2005 version of 27001) has been deleted from the revised version but is recast in 6.1.1 as a general risk management requirement:

  6.1.1 … determine the risks and opportunities that need to be addressed to:
  
  a) ensure the information security management system can achieve its intended outcome(s);
  
  b) prevent, or reduce, undesired effects
Dealing with risks

27001:2013

6 Planning
6.1 Actions to address risks and opportunities
6.1.1 General
6.1.2 Information security risk assessment
6.1.3 Information security risk treatment
6.2 Information security objectives and plans to achieve them

8 Operation
8.2 Information security risk assessment
8.3 Information security risk treatment

9.3 Management review

ISO 31000:2009 (Risk management — principles and guidelines):
Clause 7  Support

• Resources
• Competence
• Awareness
• Communication
• Documented information

Greater emphasis on Business Capability
Clause 8  Operations

• Operational planning and control
• Information security risk assessment
• Information security risk treatment
Clause 8.1 Operational planning and control

In this operational phase the organisation should be planning, implementing and controlling those processes that are essential to satisfy the information security requirements and implement those actions decided in the Planning phase (clause 6.1).

This phase is also about having processes and plans in place to achieve the information security objectives in an operational context (clause 6.2).
Clause 8.2 Information security risk assessment

• Risk assessment should be a process that the organisation uses
  – At planned intervals to ensure that the ISMS remains effective with regard to managing the risks (annually, biannually, quarterly ...)
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Clause 8.2 Information security risk assessment

- Risk assessment should be a process that the organisation uses
  - When there are changes that might affect the effectiveness of the ISMS or when a significant security event or incident warrants an immediate review of the risks associated with the ISMS or when there are other changes in the organisation that might have an impact of performance and effectiveness of the ISMS.
Clause 8.3 Information security risk treatment

Implementing the treatment plan that was developed during the Planning phase (6.1.3)

<table>
<thead>
<tr>
<th>Aspect</th>
</tr>
</thead>
<tbody>
<tr>
<td>What needs to be done/actions to be taken to implement the required information security processes, policies, procedures, controls ...</td>
</tr>
<tr>
<td>What resources are required to carry the work (people, budgets, technology, services, processes ...)</td>
</tr>
<tr>
<td>Who are the responsible parties for the work</td>
</tr>
<tr>
<td>When should the work start and finish</td>
</tr>
<tr>
<td>How will the results be reviewed, tested and evaluated to check the work has been carried out correctly and it achieves the desired outcomes</td>
</tr>
</tbody>
</table>
Clause 9  Performance evaluation

• Monitoring, measurement, analysis and evaluation
• Internal audits
• Management review
Clause 9.1 Monitoring, measurement, analysis and evaluation

It is essential that an organisation shall have processes in place to evaluate the information security performance and the effectiveness of the ISMS

What is monitored and measured will give an indication of how well the ISMS is doing
4.2.2 Implement and operate ISMS

d) Define how to measure the effectiveness of the selected controls or groups of controls and specify how these measurements are to be used to assess control effectiveness to produce comparable and reproducible results...

4.2.3 Monitor and review the ISMS

b) Undertake regular reviews of the effectiveness of the ISMS ... taking into account ... results from effectiveness measurements ...

c) Measure the effectiveness of controls to verify that security requirements have been met.

4.3.1 General

\textit{g)} documented procedures needed by the organization to ensure the effective planning, operation and ... and describe how to measure the effectiveness of controls ...

7 Management review of ISMS

7.2 Review input

f) results from effectiveness measurements;

7.3 Review output

e) Improvement to how the effectiveness of controls is being measured.

9 Performance evaluation

9.1 Monitoring, measurement, analysis and evaluation

The security management system organization shall evaluate the information security performance and the effectiveness.

The organization shall determine:

a) what needs to be monitored and measured, including information security processes and controls;

b) the methods for monitoring, measurement, analysis and evaluation, as applicable, to ensure valid results;

NOTE: The methods selected should produce comparable and reproducible results to be considered valid.

c) when the monitoring and measuring shall be performed;

d) who shall monitor and measure;

e) when the results from monitoring and measurement shall be analyzed and evaluated; and

f) who shall analyse and evaluate these results.

The organization shall retain appropriate documented information as evidence of the monitoring and measurement results.
4.2.2 Implement and operate ISMS

   d) Define how to measure the effectiveness of the selected controls or groups of controls and specify how these measurements are to be used to assess control effectiveness to produce comparable and reproducible results ...

4.2.3 Monitor and review the ISMS

   b) Undertake regular reviews of the effectiveness of the ISMS ... taking into account .... results from effectiveness measurements ...

   c) Measure the effectiveness of controls to verify that security requirements have been met.

4.3.1 General

   g) documented procedures needed by the organization to ensure the effective planning, operation and ... and describe how to measure the effectiveness of controls ...

7.2 Review input

   f) results from effectiveness measurements;

7.3 Review output

   e) Improvement to how the effectiveness of controls is being measured.

9.3 Management reviews

The management review shall include consideration of:

   a) ........

   c) feedback on the information security performance, including trends in:

   1) nonconformities and corrective actions;

   2) monitoring and measurement results;
Clause 9.2 Internal audit

Organizations need to conduct internal audits, to check the ISMS conforms to requirements of ISO/IEC 27001 and to ensure that the ISMS functions as intended, and that it identifies weak links in the system as well as potential opportunities for improvement.

- Conducting ISMS internal audits is mandatory for claiming conformance to ISO/IEC 27001
- The ISMS internal audit also acts as a feedback mechanism for the top management and other interested parties
Clause 9.3 Management review

The input to the management review process, should include:

- Feedback from interested parties
- Feedback on information security performance
- Reports from internal ISMS audits
- Risk assessment results
- Status on risk treatment
- Changes to internal and external needs, expectations and requirements
- Identified opportunities
- Actions from previous reviews
Clause 10  Improvement

• Nonconformity and corrective action

• Continual improvement
Remaining Revision Time-Line


• 27001 FDIS ballot results are now available Sept

• 27001 editors and ISO editors are currently preparing the final draft (correcting typographical errors)

• Scheduled date of publication is currently (editing closure) 1\textsuperscript{st} Oct
I am certified to ISO 27001:2005. What will this revision mean for me?

Organizations certified to the 2005 edition of the standard will need to upgrade their information security management system to comply with the requirements of the new edition. The transition period for upgrading has not yet been decided but typically this is two-three years from when the new edition is published. In addition, accredited certifying bodies should also use the transition period to update their activities to fit the requirements of the new edition. At the end of this transition period, the only valid certificates will be those that state conformity to the new requirements of ISO/IEC 27001:2013.
The purpose of SD3 is to show the corresponding relationship between the 2005 versions of ISO/IEC 27001 and ISO/IEC 27002 and the 2013 versions of ISO/IEC 27001 and ISO/IEC 27002.

To be published by ISO as a transition guide (Oct 2013).
### (ISO) SD3 Transition Maps (example)

<table>
<thead>
<tr>
<th>27001:2013</th>
<th>27001:2005</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>4.2 Understanding the needs and expectations of interested parties,</strong></td>
<td><strong>New requirement</strong></td>
</tr>
<tr>
<td>a) interested parties that are relevant to the information security</td>
<td></td>
</tr>
<tr>
<td>management system</td>
<td></td>
</tr>
<tr>
<td><strong>4.2 Understanding the needs and expectations of interested parties,</strong></td>
<td><strong>5.2.1 Provision of resources</strong></td>
</tr>
<tr>
<td>b) the requirements of these interested parties relevant to information</td>
<td>The organization shall determine and provide the resources needed to:</td>
</tr>
<tr>
<td>security.</td>
<td>c) identify and address legal and regulatory requirements and contractual</td>
</tr>
<tr>
<td></td>
<td>security obligations;</td>
</tr>
<tr>
<td></td>
<td>7.3 Review output</td>
</tr>
<tr>
<td></td>
<td>The output from the management review shall include any decisions and</td>
</tr>
<tr>
<td></td>
<td>actions related to the following: c) Modification of procedures and</td>
</tr>
<tr>
<td></td>
<td>controls that effect information security, as necessary, to respond to</td>
</tr>
<tr>
<td></td>
<td>internal or external events that may impact on the ISMS, including</td>
</tr>
<tr>
<td></td>
<td>changes to: 4) regulatory or legal requirements; 5) contractual obligations</td>
</tr>
<tr>
<td></td>
<td><strong>© International ISMS User Group – copyright, 2013</strong></td>
</tr>
</tbody>
</table>
Delivering the New Version

Implementing the new version

– Documentation changes to reflect new structure
– Implement new requirements
– Where appropriate make necessary adjustments to the implementation of existing requirements
– Take account of new and modified controls (Annex A)
– Training staff
27001 Implementation Support

- 27002:2013
  - 27003
  - 27004
  - 27005

- Code of practice for information security controls
- Information security management system implementation Guidance
- Information security management – Measurements
- Information security risk management

Annex A and implementation guidance

Guidance regarding Clauses 4-10 of 27001

27003 to 27005 currently being revised – est. date of pub. late 2015
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Sources of Help

- Guidelines on Requirements and Preparation for ISMS Certification based on ISO/IEC 27001
  Second edition
  Edward Humphreys

- Are you ready for an ISMS audit based on ISO/IEC 27001?
  Second edition
  Edward Humphreys and Bridget Kenyon

- Guide to the Implementation and Auditing of ISMS Controls based on ISO/IEC 27001
  Second edition
  Bridget Kenyon and Edward Humphreys
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Sources of Help

“Are You Ready For 27001 – 2013” – World Tour

On-line FAQ
ISO Articles
ISO Handbook – ISMS for SMEs
World Tour ‘Are you ready’ Seminars …

ISO ISMS Press Officer (edwardj7@msn.com)
Final words

Be ready, be prepared to deploy the revised version because the certification transition deadline may only be 2-3 years away

Forewarned is forearmed; to be prepared is half the victory.

Miguel de Cervantes
Thanks For Listening

Prof. Edward (Ted) Humphreys
(edwardj7@msn.com)
Vienna, 19 Sept 2013